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Note:  Attempt all the questions.
Section: A
1. Attempt all parts of the following:				(5*1 = 5)
a) Highlight the importance of "cache memory"? 
Ans: It acts as a high speed buffer between CPU and main memory and is used to temporary store very active data and action during processing since the cache memory is faster then main memory, the processing speed is increased by making the data and instructions needed in current processing available in cache.
b) What do you mean by data communication? 
Ans: 
Data communications
Data communications (DC) is the process of using computing and communication technologies to transfer data from one place to another, and vice versa. It enables the movement of electronic or digital data between two or more nodes, regardless of geographical location, technological medium or data contents.
c) What do you understand by multitasking? 


Ans: 
Multitasking
Multitasking, in an operating system, is allowing a user to perform more than one computer task (such as the operation of an application program) at a time. ... When you open your Web browser and then open Word at the same time, you are causing the operating system to do multitasking.
d) What is the significance of World Wide Web? 
Ans: 
World Wide Web:-
The World Wide Web enabled the spread of information over the Internet through an easy-to-use and flexible format. It thus played an important role in popularising use of the Internet. ... It is implemented as both client and server software using Internet protocols such as TCP/IP and HTTP.

e) Give names of any 5 different GUI Operating systems? 
And: Name of GUI Oprerating Systems:-
1. Windows 10
2. Windows 8 and 8.1 
3. Windows 7 
4. Windows Vista 
5. Windows XP 
6. Windows 2000 
7. Windows NT 
8. Windows ME
9. Windows 98 
10. Windows 95 

Section: B
2. Attempt any twoparts of the following:			(2*5 = 10)
a) Draw the block diagram of digital computer. Explain the primary and secondary memory.
	Ans:- Block diagram of digital computer:-
[image: CR-rie.jpg]














Primary Storage: Stores and provides very fast. This memory is generally used to hold the program being currently executed in the computer, the data being received from the input unit, the intermediate and final results of the program. The primary memory is temporary in nature. The data is lost, when the computer is switched off. In order to store the data permanently, the data has to be transferred to the secondary memory. The cost of the primary storage is more compared to the secondary storage. Therefore most computers have limited primary storage capacity.

 Secondary Storage: Secondary storage is used like an archive. It stores several programs, documents, data bases etc. The programs that you run on the computer are first transferred to the primary memory before it is actually run. Whenever the results are saved, again they get stored in the secondary memory. The secondary memory is slower and cheaper than the primary memory. Some of the commonly used secondary memory devices are Hard disk, CD, etc.,

b) What is system software? Explain various features and functions of OS.
Ans:- 
System software:-
System software is a type of computer program that is designed to run a computer’s hardware and application programs. If we think of the computer system as a layered model, the system software is the interface between the hardware and user applications. The operating system (OS) is the best-known example of system software. The OS manages all the other programs in a computer.
Additionally, system software can also include system utilities, such as the disk defragmenter and System Restore, and development tools, such as compilers and debuggers.
Features of Operating System
Here is a list commonly found important features of an Operating System:
· Protected and supervisor mode
· Allows disk access and file systems Device drivers Networking Security
· Program Execution
· Memory management Virtual Memory Multitasking
· Handling I/O operations
· Manipulation of the file system
· Error Detection and handling
· Resource allocation
· Information and Resource Protection
In an operating system software performs each of the function:
1. Process management:- Process management helps OS to create and delete processes. It also provides mechanisms for synchronization and communication among processes.
2. Memory management:- Memory management module performs the task of allocation and de-allocation of memory space to programs in need of this resources.
3. File management:- It manages all the file-related activities such as organization storage, retrieval, naming, sharing, and protection of files.
4. Device Management: Device management keeps tracks of all devices. This module also responsible for this task is known as the I/O controller. It also performs the task of allocation and de-allocation of the devices.
5. I/O System Management: One of the main objects of any OS is to hide the peculiarities of that hardware devices from the user.
6. Secondary-Storage Management: Systems have several levels of storage which includes primary storage, secondary storage, and cache storage. Instructions and data must be stored in primary storage or cache so that a running program can reference it.
7. Security:- Security module protects the data and information of a computer system against malware threat and authorized access.
8. Command interpretation: This module is interpreting commands given by the and acting system resources to process that commands.
9. Networking: A distributed system is a group of processors which do not share memory, hardware devices, or a clock. The processors communicate with one another through the network.
10. Job accounting: Keeping track of time & resource used by various job and users.
11. Communication management: Coordination and assignment of compilers, interpreters, and another software resource of the various users of the computer systems.
c) What you mean by computer network? Explain the various types of computer network with the help of a diagram? 
Ans:-
Computer Network Defined
A computer network is a set of connected computers. Computers on a network are called nodes. The connection between computers can be done via cabling, most commonly the Ethernet cable, or wirelessly through radio waves. Connected computers can share resources, like access to the Internet, printers, file servers, and others. A network is a multipurpose connection, which allows a single computer to do more.
Types of Networks
There are several different types of computer networks. Computer networks can be characterized by their size as well as their purpose.
Some of the different networks based on size are:
1. Personal area network, or PAN
2. Local area network, or LAN
3. Metropolitan area network, or MAN
4. Wide area network, or WAN
Personal Area Network (PAN):-
A personal area network is a computer network organized around an individual person. Personal area networks typically involve a mobile computer,Personal area networks can be constructed with cables or wirelessly.Personal area networks generally cover a Network range of less than 10 meters (about 30 feet).
[image: Image result for pan diagram]






Local Area Network
[image: Image result for lan diagram]A local area network, or LAN, consists of a computer network at a single site, typically an individual office building. A LAN is very useful for sharing resources, such as data storage and printers. LANs can be built with relatively inexpensive hardware, such as hubs, network adapters and Ethernet cables.





Metropolitan Area Network
A metropolitan area network, or MAN, consists of a computer network across an entire city, college campus or small region. A MAN is larger than a LAN, which is typically limited to a single building or site. Depending on the configuration, this type of network can cover an area from several miles to tens of miles. A MAN is often used to connect several LANs together to form a bigger network. When this type of network is specifically designed for a college campus, it is sometimes referred to as a campus area network, or CAN.
[image: Metropolitan Area Network (MAN)]




WAN (Wide Area Networks) 
A wide area network (WAN) is a telecommunication network. A wide area network is simply a LAN of LANs or Network of Networks. WANs connect LANs that may be on opposite sides of a building, across the country or around the world. WANS are characterized by the slowest data communication rates and the largest distances. WANs can be of two types: an enterprise WAN and Global WAN.
[image: Image result for wan diagram]







d) What do you understand by search engine? Explain different types and examples of both.
Ans:- 
Search Engine:-
A web search engine or Internet search engine is a software system that is designed to carry out web search (Internet search), which means to search the World Wide Web in a systematic way for particular information specified in a textual web search query. The search results are generally presented in a line of results, often referred to as search engine results pages (SERPs). The information may be a mix of links to web pages, images, videos, infographics, articles, research papers, and other types of files. Some search engines also mine data available in databases or open directories. Unlike web directories, which are maintained only by human editors, search engines also maintain real-time information by running an algorithm on a web crawler. Internet content that is not capable of being searched by a web search engine is generally described as the deep web.
Different Types of Search Engines
Search engines are classified into the following three categories based on how it works.
1. Crawler 
2.  directories
3. Hybrid
4. Meta

Crawlers
These types of search engines use a "spider" or a "crawler" to search the Internet.  The crawler digs through individual web pages, pulls out keywords and then adds the pages to the search engine's database.  Google and Yahoo are examples of crawler search engines.
The advantage of crawlers are:
· They contain a huge amount of pages. 
 
· Ease of use. 
 
· Familiarity.  Most people who search the Internet are familiar with Google.
There are several disadvantages to crawlers:
· Sometimes, it's just too much information.
· It is easy to trick the crawler.  Websites have hidden data that can be manipulated to make the page appear like it's something it's not.  So, that search result for Descartes might actually take you to a porn site. 
· Page rank can be manipulated.  While search engine companies frown on the practice, there are ways to improve where your page appears on the list of results. 
[bookmark: dir] Directories
Directories are human powered search engines.  A website is submitted to the directory and must be approved for inclusion by editorial staff.  Open Directory Project and the Internet Public Library are examples of directories.
Advantages:
· Each page is reviewed for relevance and content before being included.  This means no more surprise porn sites.
· Less results sometimes means finding what you need quicker.
Disadvantages:
· Unfamiliar design and format. 
 
· Delay in creation of a website and it's inclusion in the directory.
 
· May have trouble with more obscure searches.
[bookmark: hybrids] Hybrids
Hybrids are a mix of crawlers and directories.  Sometimes, you have a choice when you search whether to search the Web or a directory.  Other times, you may receive both human powered results and crawler results for the same search.  In this case, the human results are usually listed first. 
[bookmark: meta] Meta
Meta search engines are ones that search several other search engines at once and combines the results into one list.  While you get more results with meta search engines, the relevancy and quality of the results may sometimes suffer.  Dogpile and Clusty are examples of meta search engines.
Section: C
3. Attempt any one parts of the following:					(1*5 = 5)
a) What do you understand by netiquettes? Also describe rule for netiquette?
Ans:-
Netiquette
"Netiquette" refers to Internet etiquette. This simply means the use of good manners in online communication such as e-mail, forums, blogs, and social networking sites to name a few. It is important to use netiquette because communication online is non-verbal. Most often online communication consists of reading something someone else has typed. This type of communication does not allow each person to see facial expressions, body language, or hear intonation. Because of this, messages can often be misinterpreted. By following netiquette, online communication becomes clearer. Especially in business and career related online communications netiquette should be used to ensure that correct spelling, grammar, and punctuation are put in place to project professionalism. Netiquette also includes the use of emoticons (such as :) :( ;) and others) to explain an emotion. In e-mail, netiquette means not flooding someone's inbox with forwarded messages or spam mail. Following netiquette will help you to maintain and establish positive online relationships as well as develop a positive online reputation.
b) Discuss different network topology with the help of suitable diagram.
Ans:-
Types of Network Topology
Network Topology is the schematic description of a network arrangement, connecting various nodes(sender and receiver) through lines of connection.



BUS Topology
[image: Bus topology in computer networks]Bus topology is a network type in which every computer and network device is connected to single cable. When it has exactly two endpoints, then it is called Linear Bus topology.







Features of Bus Topology
1. It transmits data only in one direction.
2. Every device is connected to a single cable
Advantages of Bus Topology
1. It is cost effective.
2. Cable required is least compared to other network topology.
3. Used in small networks.
4. It is easy to understand.
5. Easy to expand joining two cables together.
Disadvantages of Bus Topology
1. Cables fails then whole network fails.
2. If network traffic is heavy or nodes are more the performance of the network decreases.
3. Cable has a limited length.
4. It is slower than the ring topology.
RING Topology
[image: Ring topology in computer networks]It is called ring topology because it forms a ring as each computer is connected to another computer, with the last one connected to the first. Exactly two neighbours for each device.







Features of Ring Topology
1. A number of repeaters are used for Ring topology with large number of nodes, because if someone wants to send some data to the last node in the ring topology with 100 nodes, then the data will have to pass through 99 nodes to reach the 100th node. Hence to prevent data loss repeaters are used in the network.
2. The transmission is unidirectional, but it can be made bidirectional by having 2 connections between each Network Node, it is called Dual Ring Topology.
3. In Dual Ring Topology, two ring networks are formed, and data flow is in opposite direction in them. Also, if one ring fails, the second ring can act as a backup, to keep the network up.
4. Data is transferred in a sequential manner that is bit by bit. Data transmitted, has to pass through each node of the network, till the destination node.
Advantages of Ring Topology
1. Transmitting network is not affected by high traffic or by adding more nodes, as only the nodes having tokens can transmit data.
2. Cheap to install and expand
Disadvantages of Ring Topology
1. Troubleshooting is difficult in ring topology.
2. Adding or deleting the computers disturbs the network activity.
3. Failure of one computer disturbs the whole network.
STAR Topology
In this type of topology all the computers are connected to a single hub through a cable. This hub is the central node and all others nodes are connected to the[image: Star topology in computer networks] central node.








Features of Star Topology
1. Every node has its own dedicated connection to the hub.
2. Hub acts as a repeater for data flow.
3. Can be used with twisted pair, Optical Fibre or coaxial cable.
Advantages of Star Topology
1. Fast performance with few nodes and low network traffic.
2. Hub can be upgraded easily.
3. Easy to troubleshoot.
4. Easy to setup and modify.
5. Only that node is affected which has failed, rest of the nodes can work smoothly.
Disadvantages of Star Topology
1. Cost of installation is high.
2. Expensive to use.
3. If the hub fails then the whole network is stopped because all the nodes depend on the hub.
4. Performance is based on the hub that is it depends on its capacity
MESH Topology
It is a point-to-point connection to other nodes or devices. All the network nodes are connected to each other. Mesh has n(n-1)/2 physical channels to link n devices.
There are two techniques to transmit data over the Mesh topology, they are :
1. Routing
2. [image: Mesh topology in computer networks]Flooding






MESH Topology: Routing
In routing, the nodes have a routing logic, as per the network requirements. Like routing logic to direct the data to reach the destination using the shortest distance. Or, routing logic which has information about the broken links, and it avoids those node etc. We can even have routing logic, to re-configure the failed nodes.
MESH Topology: Flooding
In flooding, the same data is transmitted to all the network nodes, hence no routing logic is required. The network is robust, and the its very unlikely to lose the data. But it leads to unwanted load over the network.

Types of Mesh Topology
1. Partial Mesh Topology : In this topology some of the systems are connected in the same fashion as mesh topology but some devices are only connected to two or three devices.
2. Full Mesh Topology : Each and every nodes or devices are connected to each other.
Features of Mesh Topology
1. Fully connected.
2. Robust.
3. Not flexible.
Advantages of Mesh Topology
1. Each connection can carry its own data load.
2. It is robust.
3. Fault is diagnosed easily.
4. Provides security and privacy.
Disadvantages of Mesh Topology
1. Installation and configuration is difficult.
2. Cabling cost is more.
3. Bulk wiring is required.




TREE Topology
[image: Tree topology in computer networks]It has a root node and all other nodes are connected to it forming a hierarchy. It is also called hierarchical topology. It should at least have three levels to the hierarchy.






Features of Tree Topology
1. Ideal if workstations are located in groups.
2. Used in Wide Area Network.
Advantages of Tree Topology
1. Extension of bus and star topologies.
2. Expansion of nodes is possible and easy.
3. Easily managed and maintained.
4. Error detection is easily done.
Disadvantages of Tree Topology
1. Heavily cabled.
2. Costly.
3. If more nodes are added maintenance is difficult.
4. Central hub fails, network fails.

HYBRID Topology
It is two different types of topologies which is a mixture of two or more topologies. For example if in an office in one department ring topology is used and in another star topology is used, connecting these topologies will result in Hybrid Topology (ring topology and star topology).
Features of Hybrid Topology
1. It is a combination of two or topologies
2. Inherits the advantages and disadvantages of the topologies included
Advantages of Hybrid Topology
1. Reliable as Error detecting and trouble shooting is easy.
2. Effective.
3. Scalable as size can be increased easily.
4. Flexible.
Disadvantages of Hybrid Topology
1. Complex in design.
2. [image: Hybrid topology in computer networks]Costly.








4.  Attempt any one parts of the following:				(1*5 = 5)
a) Explain the concept of internet. What are utility and role of internet?
Ans:-
The internet:-
The internet is a globally connected network system that uses TCP/IP to transmit data via various types of media. The internet is a network of global exchanges – including private, public, business, academic and government networks – connected by guided, wireless and fiber-optic technologies.
The terms internet and World Wide Web are often used interchangeably, but they are not exactly the same thing; the internet refers to the global communication system, including hardware and infrastructure, while the web is one of the services communicated over the internet.
As computing advanced, peer-to-peer (P2P) communication was gradually delivered and enhanced. Since the 1990s, the internet has greatly influenced and upgraded networking to global standards. Billions of internet users rely on multiple application and networking technologies, including:
Internet Protocol (IP): The internet’s primary component and communications backbone. Because the internet is comprised of hardware and software layers, the IP communication standard is used to address schemes and identify unique connected devices. Prominent IP versions used for communications include Internet Protocol version 4 (IPv4) and Internet Protocol version 6 (IPv6).
Communications: The internet is the most cost-effective communications method in the world, in which the following services are instantly available:
· Email
· Web-enabled audio/video conferencing services
· Online movies and gaming
· Data transfer/file-sharing, often through File Transfer Protocol (FTP)
· Instant messaging
· Internet forums
· Social networking
· Online shopping
· Financial services
The internet originated with the U.S. government, which began building a computer network in the 1960s known as ARPANET. In 1985, the U.S. National Science Foundation (NSF) commissioned the development of a university network backbone called NSFNET.
The system was replaced by new networks operated by commercial internet service providers in 1995. The internet was brought to the public on a larger scale at around this time.
b) Briefly discuss OSI reference model, and TCP/IP protocol suit.
Ans:-

OSI model (Open Systems Interconnection)
OSI (Open Systems Interconnection) is a reference model for how applications communicate over a network.
A reference model is a conceptual framework for understanding relationships. The purpose of the OSI reference model is to guide vendors and developers so the digital communication products and software programs they create can interoperate, and to facilitate a clear framework that describes the functions of a networking or telecommunication system.
[image: OSI communication model illustrated]The seven layers of function are provided by a combination of applications, operating systems, network card device drivers and networking hardware that enable a system to transmit a signal over a network Ethernet or fiber optic cable or through Wi-Fi or other wireless protocols.









7 layers of the OSI model
The seven Open Systems Interconnection layers are:
Layer 7: The application layer: Enables the user (human or software) to interact with the application or network whenever the user elects to read messages, transfer files or perform other network-related activities. Web browsers and other internet-connected apps, such as Outlook and Skype, use Layer 7 application protocols.
Layer 6: The presentation layer: Translates or formats data for the application layer based on the semantics or syntax that the application accepts. This layer is also able to handle the encryption and decryption that the application layer requires.
Layer 5: The session layer: Sets up, coordinates and terminates conversations between applications. Its services include authentication and reconnection after an interruption. This layer determines how long a system will wait for another application to respond. 
Layer 4: The transport layer: Is responsible for transferring data across a network and provides error-checking mechanisms and data flow controls. It determines how much data to send, where it gets sent and at what rate. The Transmission Control Protocol is the best known example of the transport layer.
Layer 3: The network layer: Primary function is to move data into and through other networks. Network layer protocols accomplish this by packaging data with correct network address information, selecting the appropriate network routes and forwarding the packaged data up the stack to the transport layer.
Layer 2: The data-link layer: The protocol layer in a program that handles the moving of data into and out of a physical link in a network. This layer handles problems that occur as a result of bit transmission errors. It ensures that the pace of the data flow doesn’t overwhelm the sending and receiving devices. This layer also permits the transmission of data to Layer 3, the network layer, where it is addressed and routed.
Layer 1: The physical layer: Transports data using electrical, mechanical or procedural interfaces. This layer is responsible for sending computer bits from one device to another along the network. It determines how physical connections to the network are set up and how bits are represented into predictable signals as they are transmitted either electrically, optically or via radio waves.
TCP/IP (Transmission Control Protocol/Internet Protocol)
TCP/IP, or the Transmission Control Protocol/Internet Protocol, is a suite of communication protocols used to interconnect network devices on the internet. TCP/IP can also be used as a communications protocol in a private network (an intranet or an extranet).
The entire internet protocol suite -- a set of rules and procedures -- is commonly referred to as TCP/IP, though others are included in the suite.
TCP/IP specifies how data is exchanged over the internet by providing end-to-end communications that identify how it should be broken into packets, addressed, transmitted, routed and received at the destination. TCP/IP requires little central management, and it is designed to make networks reliable, with the ability to recover automatically from the failure of any device on the network.
The transport layer itself, however, is stateful. It transmits a single message, and its connection remains in place until all the packets in a message have been received and reassembled at the destination.
[image: TCP/IP and OSI model illustrated ]






The TCP/IP model differs slightly from the seven-layer Open Systems Interconnection (OSI) networking model designed after it, which defines how applications can communicate over a network.
TCP/IP model layers
TCP/IP functionality is divided into four layers, each of which include specific protocols.
· The application layer provides applications with standardized data exchange. Its protocols include the Hypertext Transfer Protocol (HTTP), File Transfer Protocol (FTP), Post Office Protocol 3 (POP3), Simple Mail Transfer Protocol (SMTP) and Simple Network Management Protocol (SNMP).
· The transport layer is responsible for maintaining end-to-end communications across the network. TCP handles communications between hosts and provides flow control, multiplexing and reliability. The transport protocols include TCP and User Datagram Protocol (UDP), which is sometimes used instead of TCP for special purposes.
· The network layer, also called the internet layer, deals with packets and connects independent networks to transport the packets across network boundaries. The network layer protocols are the IP and the Internet Control Message Protocol (ICMP), which is used for error reporting.
· The physical layer consists of protocols that operate only on a link -- the network component that interconnects nodes or hosts in the network. The protocols in this layer include Ethernet for local area networks (LANs) and the Address Resolution Protocol (ARP).
5. Attempt any one parts of the following:				(1*5 = 5)
a) Discuss the evolution of computer System? Also discuss the generation of computer system?
Ans:-
Evolution of computer System:-
A computer is an electronic device that manipulates information or data. It has the ability to store, retrieve, and process data.
Nowadays, a computer can be used to type documents, send email, play games, and browse the Web. It can also be used to edit or create spreadsheets, presentations, and even videos. But the evolution of this complex system started around 1946 with the first Generation of Computer and evolving ever since.
Generations of Computer:-
There are five generations of computers.
FIRST GENERATION
1946-1959 is the period of first generation computer.
J.P.Eckert and J.W.Mauchy invented the first successful electronic computer called ENIAC, ENIAC stands for “Electronic Numeric Integrated And Calculator”.
Few Examples are:
ENIAC		EDVAC		UNIVAC		IBM-701	IBM-650
Advantages:
4. It made use of vacuum tubes which are the only electronic component available during those days.
5. These computers could calculate in milliseconds.
Disadvantages:
1. These were very big in size, weight was about 30 tones.
2. These computers were based on vacuum tubes.
3. These computers were very costly.
4. It could store only a small amount of information due to the presence of magnetic drums.
5. As the invention of first generation computers involves vacuum tubes, so another disadvantage of these computers was, vacuum tubes require a large cooling system.
6. Very less work efficiency.
7. Limited programming capabilities and punch cards were used to take inputs.
8. Large amount of energy consumption.
9. Not reliable and constant maintenance is required.
SECOND GENERATION
1959-1965 is the period of second-generation computer.
Second generation computers were based on Transistor instead of vacuum tubes.
Few Examples are:
Honeywell 400		IBM 7094	CDC 1604	CDC 3600	UNIVAC 1108
Advantages:
Due to the presence of transistors instead of vacuum tubes, the size of electron component decreased. This resulted in reducing the size of a computer as compared to first generation computers.
1. Less energy and not produce as much heat as the first genration.
2. Assembly language and punch cards were used for input.
3. Low cost than first generation computers.
4. Better speed, calculate data in microseconds.
5. Better portability as compared to first generation
Disadvantages:
1. A cooling system was required.
2. Constant maintenance was required.
3. Only used for specific purposes.
THIRD GENERATION
1965-1971 is the period of third generation computer.
1. These computers were based on Integrated circuits.
2. IC was invented by Robert Noyce and Jack Kilby In 1958-1959.
3. IC was a single component containing number of transistors.
Few Examples are:
PDP-8		PDP-11		ICL 2900	IBM 360	IBM 370
Advantages:
1. These computers were cheaper as compared to second-generation computers.
2. They were fast and reliable.
3. Use of IC in the computer provides the small size of the computer.
4. IC not only reduce the size of the computer but it also improves the performance of the computer as compared to previous computers.
5. This generation of computers has big storage capacity.
6. Instead of punch cards, mouse and keyboard are used for input.
7. They used an operating system for better resource management and used the concept of time-sharing and multiple programming.
8. These computers reduce the computational time from microseconds to nanoseconds.
Disadvantages:
1. IC chips are difficult to maintain.
2. The highly sophisticated technology required for the manufacturing of IC chips.
3. Air conditioning is required.
FOURTH GENERATION
1971-1980 is the period of fourth generation computer.
This technology is based on Microprocessor.
A microprocessor is used in a computer for any logical and arithmetic function to be performed in any program.
Graphics User Interface (GUI) technology was exploited to offer more comfort to users.
Few Examples are:
IBM 4341	DEC 10		STAR 1000	PUP 11
Advantages:
1. Fastest in computation and size get reduced as compared to the previous generation of computer.
2. Heat generated is negligible.
3. Small in size as compared to previous generation computers.
4. Less maintenance is required.
5. All types of high-level language can be used in this type of computers.
Disadvantages:
1. The Microprocessor design and fabrication are very complex.
2. Air conditioning is required in many cases due to the presence of ICs.
3. Advance technology is required to make the ICs.
FIFTH GENERATION
The period of the fifth generation in 1980-onwards.
This generation is based on artificial intelligence.
The aim of the fifth generation is to make a device which could respond to natural language input and are capable of learning and self-organization.
This generation is based on ULSI(Ultra Large Scale Integration) technology resulting in the production of microprocessor chips having ten million electronic component.
Few Examples are:
Desktop	Laptop	NoteBook	UltraBook	Chromebook
Advantages:
1. It is more reliable and works faster.
2. It is available in different sizes and unique features.
3. It provides computers with more user-friendly interfaces with multimedia features.
Disadvantages:
1. They need very low-level languages.
2. They may make the human brains dull and doomed.


b) Explain in brief Architecture & Functioning of Internet. 
Ans:-
Internet Architecture:-
The Internet's architecture is described in its name, a short from of the compound word "inter-networking". This architecture is based in the very specification of the standard TCP/IP protocol, designed to connect any two networks which may be very different in internal hardware, software, and technical design. Once two networks are interconnected, communication with TCP/IP is enabled end-to-end, so that any node on the Internet has the near magical ability to communicate with any other no matter where they are. This openness of design has enabled the Internet architecture to grow to a global scale.
In practice, the Internet technical architecture looks a bit like a multi-dimensional river system, with small tributaries feeding medium-sized streams feeding large rivers. For example, an individual's access to the Internet is often from home over a modem to a local Internet service provider who connects to a regional network connected to a national network. At the office, a desktop computer might be connected to a local area network with a company connection to a corporate Intranet connected to several national Internet service providers. In general, small local Internet service providers connect to medium-sized regional networks which connect to large national networks, which then connect to very large bandwidth networks on the Internet backbone. Most Internet service providers have several redundant network cross-connections to other providers in order to ensure continuous availability.
The companies running the Internet backbone operate very high bandwidth networks relied on by governments, corporations, large organizations, and other Internet service providers. Their technical infrastructure often includes global connections through underwater cables and satellite links to enable communication between countries and continents. As always, a larger scale introduces new phenomena: the number of packets flowing through the switches on the backbone is so large that it exhibits the kind of complex non-linear patterns usually found in natural, analog systems like the flow of water or development of the rings of Saturn (RFC 3439, S2.2).
Each communication packet goes up the hierarchy of Internet networks as far as necessary to get to its destination network where local routing takes over to deliver it to the addressee. In the same way, each level in the hierarchy pays the next level for the bandwidth they use, and then the large backbone companies settle up with each other. Bandwidth is priced by large Internet service providers by several methods, such as at a fixed rate for constant availability of a certain number of megabits per second, or by a variety of use methods that amount to a cost per gigabyte. Due to economies of scale and efficiencies in management, bandwidth cost drops dramatically at the higher levels of the architecture.
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